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Preface

These guidelines have been developed following Cabinet agreement earlier this year that the regime
for monitoring major IT projects should be consolidated and updated to incorporate al of the
recommendations from the INCIS Inquiry.

The monitoring regime consists of directions by Cabinet as to what is required of departments and
monitoring agencies with regard to maor IT projects, and guidance material setting out what is
expected of departments and monitoring agencies. The regime applies to al Public Service
departments, and to the New Zealand Defence Force, the New Zealand Police, the Office of the Clerk
of the House of Representatives, the Parliamentary Counsel Office and the Parliamentary Service.
The regime may be applied to specific projects undertaken by Crown entities or by the intelligence
agencies where so directed by the responsible Minister.

The guidelines are organised by broad subject to cover strategic alignment, business case
development, governance and management, project management processes, and the technological
environment. The principles to be followed in each of these areas are identified, with generd
guidelines for applying those principles to a particular project. The key points for monitoring
agencies to look for are also outlined, reflecting the view that there are clear advantages in having
guidance materia for both departments and monitoring agencies amalgamated into a single resource.

The guidelines emphasise the need for departments to link their mgjor IT projects to their business
strategy as well as to broader Government strategies, including E-Government. The importance of
risk management is stressed, as is the importance of the contractual relationship with vendors and the
need for effective peer review and independent quality assurance. In this way the guidelines, taken
with the requirements set out in Cabinet Office Circular CO (01) 4, implement al of the
recommendations of the INCIS Inquiry, as well as picking up the elements of previous guidelines and
regquirements, e.g. those relating to the devel opment of business cases.

While these guidelines inform chief executives, monitoring agencies and others of best practice, they
do not transfer accountability away from Chief Executives for planning and implementing major 1T
projects, or from monitoring agencies for providing assurance and advice to Ministers. Guidelines
notwithstanding, IT projects remain a relatively risky activity — issuing guidelines is one way to
reduce the risk — but the guidelines need to be acted upon by Chief Executives, monitoring agencies
and IT professionalsif they are to make a difference.

The guidelines are available online at the State Services Commission website, which should be used
as the most up to date source of information, see http://www.ssc.govt.nz.

Any questions or comments should be sent to Hugh McPhail (telephone 04 495 6688, e-mail
hugh.mcphail @ssc.govt.nz) or Andrew Thompson (telephone 04 471 5248, email
Andrew.Thompson@treasury.govt.nz).

Sate Services Commission and the Treasury
August 2001
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Guidelines for Managing and
Monitoring Major IT Projects

Purpose

Section 1 Purpose

Obijectives of the Guidelines
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Role of Central Agencies
Structure of the Guidelines
Accountability Elements

Definition of a Major IT
Project

Glossary and References

This section introduces
the purpose of guidelines
for managing and
monitoring major
Government IT projects
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Section 1 Purpose

Objectives of the Guidelines

These guidelines set out the expectations and standards for managing and monitoring major IT
projects within the Government sector. The guidelines build on the experience gained over time
and provide:

* An overview of accountabilities and responsibilities and the Government’s requirements
for ensuring good practice across the sector.

e Guidance on what constitutes good project management.
e A highlevel overview of “how” to achieve awell-managed project.
e Guidance on what the monitoring agencies expect and will ook for.

It is accepted that many projects are well managed and these guidelines are therefore not designed
to be prescriptive. They do nevertheless provide guidance on best practice drawn from past
projects and examples from within the public and private sectors here and oversess.

Departments make their own decisions about which proven project management tools and
techniques they will use for their projects, including risk management methodologies, change
control mechanisms and tools. For those departments who require or seek further information
about managing projects these guidelines include proven project management techniques based on
the Project Management Institute (PMI1) methodol ogies.

This document refers to existing information included in various reports (e.g., from the Office of
the Auditor-General, OAG Report: Governance and Oversight of Large IT Projects), Cabinet
Minutes and Cabinet Office circulars that relate to the management of major IT Projects and the
Government’ s monitoring regime.

Benefits of Sound Project Management and Monitoring to Government

When sound project management practices are used, departments and the Government can expect
the project to be completed on time and within budget and to achieve the expected business
benefits.

Centralised monitoring of “major” IT projects provides assurance that the ownership interests of
Government and the accountability of Chief Executives in terms of these initiatives are being met.

Lessons learned from IT projects can aso be collated and disseminated to all departmentsin order
to enhance departmental and Public Service capability in IT project development and
management.

The Monitoring Agencies

The three central agencies are the State Services Commission (SSC), Treasury and Department of
Prime Minister and Cabinet (DPMC). The State Services Commission acts on behalf of the
Minister of State Services and is primarily concerned with ensuring that a major IT project fits
within the Government’s direction and policy, that departments have the capacity and capability
to effectively manage and deliver the project on time and within budget and that ministeria
confidence in the outcome is maintained.

The Treasury has a direct interest in the investment to be made in amajor IT project both in terms
of the technology solution and all other associated project costs. It is concerned to ensure that the
overal interests of the Government in terms of fiscal accountability and responsibility are being
met and that the anticipated benefits of major IT initiatives are realised.
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The State Services Commission and Treasury, which are the monitoring agencies, allocate desk
officers to major IT projects who in turn will have a close involvement with the specific project
both at its formulation stage and in an ongoing capacity.

The Department of Prime Minister and Cabinet has less of a day-to-day role in mgjor IT projects
but is nevertheless concerned with ensuring that the interests of the Prime Minister and Cabinet
are met. The Cabinet Office Manual incorporates guidance for Ministers in respect to IT projects
and the Office issues, from time to time, circulars containing directives of the Cabinet to
departments.

The other agency that has an interest in major IT projects is the Office of the Controller and
Auditor-General (OAG). The Auditor-General has an interest in ensuring good practice is shared
and adopted across the sector and has published reports in relation to the management of IT
projects in the public sector. The Office can also be required by Ministers to conduct an
investigation into a particular project. The Audit Office also evaluates and provides advice on IT
projects through its audit programme.

Role of the Monitoring Agencies
There are two objectives for monitoring of major IT projects:
e To provide assurance to Ministers that the right projects are chosen in the first place.
e Toensure projects are managed in the right way that mitigates risk to the Government.

The monitoring agencies are therefore concerned with ensuring that there is a fit between a
proposed major IT initiative and the overall Government and departmental strategic directions and
that Ministers can have confidence in the proposed investment.

The monitoring role of central agencies is to provide independent assurance and advice to
Ministers on whether Chief Executives will:

* Ensurethat major IT projects support the Government’ s direction and policies.
* Realisethe department’ s business objectives for the IT initiative.

* Minimise risks through effective governance and project management practices.
« Allocate sufficient and appropriate resources to the initiative.

e Ensurethat the contractua relationships with external consultants, contractors and vendor
organisations are effectively managed.

« Ensurethe delivery of projects on time and within budget.
« Deliver the promised benefits.
« Ensurethat thereis sufficient departmental capability for the management and delivery of
IT projects.
In terms of a specific project the monitoring agency role includes:

* Reviewing and providing advice on a feasibility study and/or the business case seeking
approval for the project.

e Ganing assurance that the business impacts have been explored and that al risks
(organisational, project specific, political, external) have been identified and mitigation
strategies devel oped.

e Assuring, and if need be providing, advice on the project governance, project
management and reporting structure.

e Ganing assurance that the necessary contract/s and relationship management principles
arein place for external consultants and vendor organisations.
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e Gaining assurance that the right resources and skills are being applied to the project.
» Assuring the quality of project scoping and planning.

e Monitoring and providing comment on progress as the project proceeds.

» Assuring that effective quality assuranceisin place.

* Reporting to Ministers.

Accountabilities and Responsibilities

IT project accountability means being held to account for the delivery of an I1T-based business
solution that provides the agreed benefits to the department within the agreed time, budget and
other resources.

The following table summarises the various elements of accountability in mgjor IT projects and
illustrates the key areas that the central monitoring agencies need to assure are working

adequately.

Accountability Element

K ey Documents/Pr oj ect
Elements

Responsibility for eement

Performance specification

IT strategic plan.

Individual project business cases.

Relevant milestonesin Chief
Executive performance
agreement.

Department prepares.
Department prepares, central
agencies advise, Cabinet
approves.

Department prepares, SSC
implements and monitors.

Decision authority

Ministeria approval.

Responsible Minister (within
legislative and Cabinet
authority).

I ncentives/sanctions

Annual performance review
against performance agreement
of Chief Executive.

State Services Commissioner.

Performance information

Project reporting and
independent quality assurance (if
required under monitoring

Department for original
preparation.
Central agencies and

regime). independent QA for external
Departmental quarterly reporting | monitoring.
(unaudited).
Departmental annual reporting
(audited).
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Structure of the Guidelines

The following chart shows how the content of the guidelines are presented under six main section
headings.

Figure 1. Structureof the guidelines

Purpose of Strategic Business Governance & Project Technological
Guidelines Alignment Case Management Management Environment
Objectives of Inform ation Features of a Accountabilities Project life cycle Functional and
the guidelines management | business and technical
principles case responsibilities specifications
Benefits to Alignment to Funding and Key governance Initiation Development
Government business approval roles Planning life cycle

Role of central
agencies

Accountability
elements

strategy

Linkages to
ISSP

Risk
management

Alternative
options

Costs and
benefits

Key management
roles

Post-
implementation
review

Implementation

Procurement process

Monitoring and
reporting

Change control

Integration
Conversion
Transition

Definition of a Business Contractual Testing and
major IT project | capability relationships acceptance
and
continuity

Structure of the
guidelines

Glossary and

Risk management

Quality assurance

Documentation
and training

references

Communications

Organisational
change management

Definition of a Major IT Project

The following definition is from the Cabinet Office Circular CO (01) 4, 10 April 2001 Monitoring
Regime for Mgjor Information Technology (IT) Projects:

“A major IT project is a new initiative, an ongoing development or acquisition
project, an operational system, or other type of IT project (including studies against
existing contracts) that meets any one or more of the following criteria:

e The project is not an existing operational system and its projected total life
cycle costs are $15 million or more (GST inclusive). Cost included all
equipment, software, contractor services, supplies, staff compensation and
related staff costs, and inter/intra agency payments; or

e The project includes a projected IT capital investment totalling $7 million or
more (GST inclusive) in any one year; or

e Failure to deliver the project in line with the projected functionaity
requirements, cost, and timelines, would expose the department to significant
risk of impaired operational capability, or expose the Government to significant
fiscal or ownership risk; or

» The project will impact significantly on more than one department or agency; or
« Theresponsible Minister has requested that the project be monitored.”
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Glossary of Terms

The definition of termsin this glossary reflects the way the terms are used in this document only.

Business case

The fundamental document underpinning the justification
of a specific mgjor IT project. It sets out the costs and
benefits expected from the new system and provides
information on the deliverables and timeframes for return
on investment.

Business process re-
engineering

The review and implementation of new ways of “doing
business around here” that usually leads to the re-design of
business and work processes as aresult of the new system.

Change control (project
changes)

The process that is used to identify changes outside of the
scope of a specific project, tracking the changes and
monitoring the impact on the system.

Change management strategy
and plan (relatesto
organisational change)

As part of theinternal suite of project specific documents,
this document records the principles and approach to
change management. It also sets out the processes to be
used to identify, mitigate and manage the impacts a major
IT initiative and implementation of a new system will have
on the organisation and its people.

Communication Plan

This document is part of the suite of internal project
specific documents and sets out an overall communication
strategy, the audiences and the type and means of
information sharing, consultation and communication to be
undertaken. The plan also details timeframes and allocates
responsibilities, i.e. who is responsible for communicating
what and when.

Department The term department is used generically to refer to any
Government entity whose major IT projects are subject to
the public sector IT monitoring regime.

Feasibility study The research and report that determines the basis for

developing a specific IT project to the point of preparing a
business case.

Information Systems Strategic
Plan

A 3-5 year plan that sets out the strategy and objectivesto
meet the business requirements as set out in the Strategic
Business Plan. This plan identifiesin order of priority the
IT initiatives planned by the department to support its
strategic direction.

Issues register Thisisaproject specific repository for any issuesthat arise
during the project. It provides a means of documenting
each issue through to conclusion. Eachissueis dlocated a
unique tracking number.

IT system Information technology that may include any or all of:

hardware, software or telecommunicationsthat is
implemented to meet the department’ s business needs.

Post-implementation review

At the end of a pre-determined time (usualy linked to the
warranty period) all parties to a specific project meet to

August 2001
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review and report on the project processes and outcomes.
Thisisavaluable learning exercise for al parties that can
be shared and utilised in future projects.

Project Definition

A document that contains the overall view of a specific
project from the purpose and objectives of the system to be
devel oped, through to a scope of the project and a high-
level project plan.

Project management life-cycle

A description of the phases required in the management of
aproject from the initial definition or concept through
planning and implementation to completion and post-
implementation review.

Project Plan

Thisis an overall detailed working plan of all phases and
modules of a specific project. It sets out the tasks,
milestones, timelines, resourcing and shows dependencies.
Each subproject should also have a detailed working plan.

Project Report

This document is part of the suite of documents associated
with a specific project. It provides aweekly account of
progress to date against the project plan milestones,
indicates the tasks completed and planned for the next
period, records the most significant issues and risks and
what is being done to mitigate or address them.

Proof of concept

Development of a prototype of the system to ensure that
the design will meet the business benefits sought.

Registration of Interest (ROI)

Thefirst part of a staged selection process for a supplier
that gives potential suppliers the opportunity to indicate
their interest by sending contact details.

Request for Information (RFI)

The second stage of the selection process that provides a
more detailed outline of the project and offers those
vendors who responded to the ROI the opportunity to
provide further more detailed information.

Request for Proposals (RFP)

Thefina stage in the selection process in which the
department prepares afully documented set of
requirements that isissued to suppliers whose RFI
responses were evaluated as being able to meet the
requirements for the new system.

Risk management plan

Thisis an assessment of all the risks and their likely
impact. It is part of the internal suite of documents
associated with a specific project. The plan assesses each
of the risks and includes options for accepting, eliminating
or managing them.

Risk register

Thisisaregister of al therisks, probability, impact and
actionsfor a specific project. The register is continuously
monitored and updated during the life of the project.

Selection process

ROI — Registration of Interest
RFI — Request for Information
RFP — Request for Proposals

The three staged process that can be used to narrow down
the list of suppliersto eliminate unlikely candidates at each
stage, while at the same time ensuring transparency and
contestability.

The three phases are more likely to be used together when
the department expects the requirement will attract alarge
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number of potentia suppliers.

The selection process is accompanied by pre-determined
criteria set by the department.

Software Development Life- A component in the project life cycle that describes the
cycle steps in the software development process from defining

the requirement through design and development to
implementation and post-implementation review.

Strategic Business Plan An overall plan for the department that sets out the

strategic goals and objectives for the department — usually
over athreeto five year period.

User acceptance testing The system testing phase of a project during which users

test and report any faults or problems they experience that
need to be fixed (or that trigger the change control process)
by the suppliers before the system is accepted (and paid
for).

Warranty period The period immediately following “go live” of anew

system during which users report faults or problems they
experience that are fixed by the suppliers at (usually) no
additional charge or that trigger the change control process
for further work.

References

Cabinet Office Circular, CO (01) 4, Consolidation of Cabinet-mandated elements of the
monitoring regime currently found in Cabinet Decisons and CE Circulars,

http://www.dpmc.govt.nz/cabinet/circulars/co01/4.html

Monitoring of Major IT Projects;, CE Circular 2000/10, 30 June 2000,
http://www.ssc.govt.nz.

Information technology requirements for New Zealand Police and the related Justice
Sector agencies. Report of the project team, December 1999, http://www.ssc.govt.nz.

Governance and Oversight of Large Information Technology Projects, Published by the
Office of the Controller and Auditor, 20 April 2000, http://www.0ag.govt.nz.

The Chief Executive Accountability Framework and the Budget Process as They Relate to
Information Technology Projects, SSC/Treasury (April 2000) http://www.ssc.govt.nz.

COBIT (Control  Objectives for Information and Related Technology)
http://www.isaca.org/cobit.com

COBIT has been developed as a generally applicable and accepted standard for good
information technology (IT) security and control practices that provides a reference
framework for management, users and IS audit control and security practitioners.

Rational Unified Process (RUP) — a process for software devel opment.

E-Government Strategy, http://www.e.govt.nz/programme/strategy.html
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Strategic Alignment

Section 2 Strategic Alignment

Information Management This section looks at the

Principles importance of aligning major
IT projects to the strategic
direction of Government and
the department

Alignment with the
Business Strategy

Linkages to the ISSP

Risk Management
Strategy

Business Capability and
Continuity
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Section 2 Strategic Alignment

Alignment of IT Projects with Business Strategies

When making decisions about specific projects, departments should reflect and adhere to the
following:

Information Management Principles.

Alignment with the Business Strategy.

Linkages to the Information Systems Strategic Plan.
Impact on other projects.

Risk considerations.

Departmental capability and business continuity.

Each of these gives more information to help decide whether the planned initiative is well thought
out and clearly defined in terms of business needs and benefits.

The following diagram summarises the hierarchical alignment of linkages:

Figure 2 Hierarchical Alignment of Linkages

Government Strategic Outcomes

Strategic Business Plan

Outputs Infor mation M anagement
Strategic Plan

Supporting Business Case
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Section 2: Strategic Alignment

Information Management Principles

Principle

Guideline

The guiding principles from the
Policy Framework for
Government-held Information
apply when selecting IT based
projects.

The information supporting Government and
departmental business processesis akey strategic
Crown resource, and must be managed throughout its
life cycle.

IT projects must conform to Public Service standards
that, subject to statutory and privacy regquirements,
common core information should be accessible and
able to be shared.

Information relating to business requirements should be
collected only once, and thereafter be shared by
authorised users, but only if thisis practical and cost-
effective.

Common definitions for shared information must be
agreed to and implemented.

In their role of monitoring
major IT projects, the
monitoring agencies have an
overview of al such projects
across Government.

The monitoring agencies are in agood position to
consider how well the projects are progressing and
ensure a ‘whole of Government’ perspective.

Enable sharing of information among departments,
with appropriate security and access and within the
limits of existing legislation

Avoid duplication of effort by more than one
department.

Alignment with the Business Strategy

Principle

Guideline

Best practice

It is best practice world-wide
for organisations to align their
IT projects with the business
objectives by using acommon
set of criteriathat enablesthe
best use of resources.

These criteria must:

e Support and advance the business and strategic
directions of both the department and the
Government.

« Provide along-term cost-effective solution to a
specific business requirement.

e Provide greater long-term benefit than alternative
available options.

e Support improved work processes.

The strategic business plan will show where the project
fitsinto the department’ s priorities and systems.

The business objectives will be accurately defined and
analysed.

(Note: A new infrastructure must meet business
requirements, it must not be devel oped without
reference to the strategic business plan).

August 2001
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Section 2: Strategic Alignment

Principle

Guideline

The criteria are based on the
business and operational
values and objectives of the
department.

The criteriawill include:

e Mesting specific strategic objectives.

e Supporting particular policies.

* Reduction of costs.

e Improving service quality.

* Minimising risk exposure.

The process involves comparing:

* New projects against each other.

» All projects against existing systems.

» Infrastructure projects against business-driven
systems.

IT delivers systems to support
the business processes (IT may
often offer the only means of
carrying out the process).

Business managers propose projects that:

*  Will benefit their area of work.

*  Meet the department’ s and Government’ s strategic
obj ectives.

e Can be appropriately justified.

Theright project supports and
advances the business and
strategic direction of both the
department and the
Government including its
E-Government Strategy.

In the selection of a potential IT project the defined
criteriamust:

e Support the business directions and functions of the
department and take into account the collective
interest of the Government.

e Link with the strategic directions of both
Government and the department.

+ Beconsistent with the Government’s
E-Government Strategy.

* Provide long-term cost-benefits to the department.
e Support improved work processes.

»  Satisfy interdependencies with other systems and
departments.

* Integrate with the strategic I T architecture.

The project’ s suitability is
assessed from a general
screening process to justify
performing afeasibility study.

There may be several ways to provide the IT
component to satisfy the business objectives.

Treat each approach as a project and assess it against
agreed criteria before doing any further detailed
analysis.
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Section 2: Strategic Alignment

Principle

Guideline

The feadibility study
determines the business
objectives to be achieved from
a specific project.

In the feasibility study, highlight the link with the

business strategy by:

»  Specifying how the project will be integrated with
the department's technol ogy strategy.

« Defining the business requirements that must be
met by the selected IT project, including the critical
success factors for the project.

» Detailing alternative I'T approaches which will
meet the business requirements and evaluate each
approach against agreed criteria.

*  Providing an assessment of which option will best
meet the business objectives.

»  Describing how the project fitsinto the
departmental programme of projects.

¢ Recommending the best approach for preparing a
business case.

e Providing the basis for the business case (See
Section 3).

The preferred approach takes
into account the impact on
other IT systems.

Interactions that may determine the approach adopted
for the project include the potential impact of the
proposed system on:

e Current and planned IT systems in the department.

e Current and planned systemsin other
organisations.

Business process redesign
(BPR) is an iterative process
that occurs alongside the IT
design and implementation.

Any BPR begins prior to the acquisition or
development of new technology or systems.

Linkages to the Information Systems Strategic Plan

Principle

Guideline

The Information Systems
Strategic Plan (ISSP) supports
the department’ s strategic
direction.

If the department’ s strategic direction changes, review
the ISSP to ensure the two strategies remain aligned.

The ISSP isthe guiding
document for planning and
implementing new IT
initiatives.

The ISSP will:

e Specify astrategy that will provide an environment
with the maximum level of flexibility.

e Set out amechanism for introducing new
technology to enable diversification.

e ldentify the linkages between the proposed
information systems (and the programmes/
projects to develop or acquire them) and the
strategic objectives.

*  Show how the proposed information systems
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Section 2: Strategic Alignment

Principle

Guideline

projects contribute and link to the Government’s
E-Government Strategy.

Include justification for alarge-scale investment
based on clearly defined business outcomes.

e Consider arange of options.

Detail the IT projects that a department intends to

undertake in support of its strategic direction.

e Specify how the project will beintegrated with the
department’ s technology strategy.

*  Provide an assessment of which option will best
meet the business objectives.

The impact of changing
departmental circumstances or
changes to the Strategic
Business Planisidentified in
an annual review of the ISSP.

An annual review will:

e Highlight opportunities that were not foreseen
earlier.

«  Enable such opportunities to be evaluated against
other projects.

«  Enable such opportunities to be approved for
addition to the ISSP and built into the programme
of projects.

Each of the projectsin the
ISSP is supported by a
business case that sets out the
funding required for that
project.

(For details on the business
case, see Section 3).

The purpose of the business caseisto:

* Present thecasefor IT investment.

e Qutline the scope of a particular project.

* Detail the funding required.

e ldentify its benefits and costs.

e Explain what risks are associated with the project.

Distinct activities are involved
inselecting an IT project.

The stages involved in selecting an IT project include:

e Assessing the project's suitability.

e Conducting the feasibility study.

e Preparing the business case, including estimated
costs — essential for financial approval.

Projects qualify and are
managed in an integrated
Project Programme.

A Project Programmeis

» A group of projects established to meet common
goals and objectives that are managed in a co-
coordinated way.

e Itisthe means by which the achievement of
strategic goals and objectives should be managed.
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Monitoring Agencies: Strategic Alignment —what to look for

Reading and understanding Strategic Plans and ISSP' s is core to understanding an organisation’s
aspirations. Alignment of the overal business and IT strategies is essential to ensuring not only
the achievement of organisational and Government objectives but also because it is good business

practice.
Evidence of

alignment is also indicative of best practice in terms of ensuring ownership and

governance interests together with management goals and objectives being in sync. Key questions
to exploreinclude:

e How clearly isthe overal business 3-5 year strategy documented and treated as a ‘living’
roadmap? How recent are the strategy plans? When were they last reviewed and updated
by senior management? |Is there a well documented current strategy for the development
of information systems — does it align with the business vision, goals and objectives?
Doesit contribute to the Government’ s E-Government Strategy?

«  Will the programme of projects or a specific project achieve the ‘right things' in terms of
the core business of the department, Government direction and whole of Government
interests? In terms of a specific project the following should also be examined:

The extent to which the proposed initiative will provide a long-term cost effective
solution to the specific business requirement or problem.

The changes envisaged to work practices, processes and procedures and whether
these together with the proposed system solution, support the case for business
improvement.

How well the feasibility study (if appropriate) defines and determines a case for
proceeding.

The depth and breadth of organisational change that could result from the proposed
solution.

How does the particular initiative contribute (or achieve) business objectives and
contribute to the achievement of the Government’s overall direction including its E-
Government Strategy?
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Risk Management Strategy

The Australian and New Zealand Standard (AS/NZS 4360 1999) defines risk, as “the chance of
something happening that will have an impact on objectives. It is assessed in terms of
consequences and likelihood” .

Risk management is the “ systematic application of management policies, procedures and practices
to the tasks of identifying, analysing, assessing, treating and monitoring risk”.

Principle Guideline

The risk management strategy A risk management strategy will be prepared for each
sets out a process for project. The strategy will include:

identifying, documenting and e |dentified risks.

treating potential risks. . Impact if they occur.

» Likelihood of occurrence.
e A mitigation (or treatment) process.

Risks are associated with: Business risks to consider include:

e Thebusiness » Thedependency of the department on the proposed
+  Technology system.

« Theproject »  The management and other skillsthat are available

to deliver the benefits from the system.
*  Theability to implement any necessary changesin
departmental infrastructure.

» Risksassociated with links between the
department and other businesses or operations.

* Impact on ‘business as usual’ and people during
transition and implementation.

* Externa (e.g. palitical).

Technology risks to consider include:

e Adopting unknown, complex or changing
technologies.

* Inadequate existing skill levels.

*  Theuse of unproven hardware and/or software
environments.

* Implementing proven software in un-proven
environments.

* Changesrequired to the existing IT infrastructure
and itsinterface with the department.

* Anassessment of the risks associated with
potential suppliers and their services.

» Rate of obsolescence.
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Principle Guideline

Project risks to consider include;

e Management commitment.

»  Project management expertise.

* Resource capability and availability.

* Cost variations (over/under).

e Supplier relationships.

* Inadequate planning for transition and
implementation.

* Inadequatetraining of staff in the new technology
or system.

External political risks to consider include:

» Possibleimpact of political change.

» Theeffects of mgjor changes such as restructuring
of a department.

e Changesin Government policy.

* Impact on stakeholder groups/external users.

Quantitative risk anadysis Quantitative risk anaysisinvolves:

provides structure for . Assessing the impact and probability of each risk.

assessing and treating risks. * Modédling the project outcomes on simulations of
these risks, to produce an estimated probability
distribution of total costs.

» A find probability distribution, describing the
range of outcomes and their relative likelihood.

Unless relevant Ministers agree that the size and nature

of the project do not warrant this approach,

guantitative risk analysis should be used asthe basis

for:

e Appropriations.

» Accessto contingency funding.

e Cash draw-downs for major IT projects.

Quantitative risk analysis QRA or risk modelling is an essentia part of the

(QRA) enables more accurate approval process.

project costing. How it is operationalised will be determined on a case-
by-case basis.
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Common Risks Inherent in IT Projects

Strategic Alignment

Gaps exigt in alignment with the business strategy from a planning and technol ogy
perspective.

The completed system does not meet required business outcomes.

The business cannot be sustained during the project lifecycle.

The department does not have the capability to deliver the changes.

Projects are not scaled from arisk perspective.

The justification for the project is not based on clearly identified business
outcomes.

Risks are not managed as they arise.
All risks are not fully assessed and provision for them is inadequate.

Examples of business risk:

Restructuring the department, with direct impact on the project scope and business
benefits.

Lack of visible senior management sponsorship and leadership.

Change of Project Sponsor or Chief Executive, and consequent change in
commitment to the project.

Changesin key project staff, with the change of Project Manager the most critical.
Lack of capability of suppliers (more often the smaller suppliers) to resource
projects over along duration.

Failure to specify requirements clearly, or to focus on the business needs, exposes
the department to major scope change.

Examples of technology risk:

The supplier withdraws support for a major component.

The system specification was based on the functionality of a component that did
not perform as expected (which can apply to hardware, packaged software or the
features of the software language being used).

Functionality can be developed as specified but the time or expertise needed was
underestimated.

Resource or expertise for particular technical components cannot be obtained
eadily.
Obsolescence — the technology is out-of-date before it is fully implemented.
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Section 2: Strategic Alignment

Examples of project risk:

‘Risk of disclosing risk’, the predilection of project team members to understate
risks and difficultiesin order to protect the status and morale of a project.

Reporting that seems to suggest that “everything's fing”, even when other project
indicators do not support this position.

Inexperienced project manager and poor communication within project team.
Lack of practical business knowledge skills on the project team.

Failing to execute a planned programme of regular communication (internally and
externally) about the progress of the project.

Examples of political risk:

Legidation is passed affecting the scope of the project without consideration of its
impact on the current project plan, with the expectation that the origina business
case will be maintained.

Public exposure of project problems diverts resources from dealing with the
problems to reducing the fallout from the publicity.

Short-term political imperatives may be in conflict with longer-term business and
project aobjectives, and may trigger changes in project scope, with potentia
unacknowledged impacts on the project.

Monitoring Agencies: Risk Management Strategy — what to look for

The monitoring agency has a crucia role in ensuring that projects are set up and managed in such
a way as to mitigate risk to the Government. In evaluating the risk management strategy a
monitoring agency needs to be assured that all risks have been identified and evaluated in an in
depth manner. The monitoring agency needs to assess:

All of the documentation around identification of the risks including quantitative and
gualitative analysis.

How the risk anaysis was derived.

Whether all risk areas (i.e. strategic, business, investment, organisational, project,
technology and political) have been fully and accurately identified.

How the risks have been weighted and the reasons for this.

What mitigation strategies are being proposed to treat each of the risks.

The monitoring and escal ation processes proposed for the life of the project.

The degree of senior management involvement in the assessment of therisks, the
trestment strategies and what their role will be in monitoring the strategy.

Whether the Chief Executive has sought independent expert review of the terms of
reference and proposed contract for amajor I T project.
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Business Capability and Continuity

Principle

Guideline

The current departmental
structure changes as a result of
politica decisionson the
overall structure of
Government, e.g. departments
merge

OR

the current functions or
operations change.

To confirm the result of the business planning process
isstill valid, review:

* Thebusiness strategic plan.

* ThelSSP.

»  The programme of projects.

» Continued feasibility of individual projects.

Internal departmental changes
cause staffing instability.

Maintain stability of the project by ensuring stability
of key positions, especially:

» Project sponsor.

* Project manager.

»  Project programme director.

» Key project team members.

Provide mechanisms for knowledge transfer if the
incumbent of one of the key positionsis not available.

Other departments undergo
structural change or functional/
operational change.

Review the guiding principles from the Policy
Framework for Government-held Information to
ensure;

* Thereisno duplication of effort on the part of
more than one department.

»  Sharing of information among departments as
originally planned is not compromised by the
external changes.

»  Other guiding principles are considered.

TheIT investment should
reflect not only the good of the
individual department, but also
the wider, collective good.

Review strategic goals of other departments and
consult in areas of commonality.

Consider how to enable information to be combined
with information held by other Government agencies
to provide for multi-agency transactions and to extend
the list of potential uses on a multi-agency or sector-
wide basis.

August 2001

Page 22




Guidelines for Managing and Monitoring Major IT Projects Section 2: Strategic Alignment

Principle Guideline

The department is capable and Assess the impact on the department as awhole to
ready to undertake a major undertake the project and to manage the changes
project. involved. Thisissueisfar broader than the project

team concerned. It includes the impact on the way the
department operates, and interacts with externa
stakeholders (e.g. the Minister, other departments,
clients).

Consider what action is needed, what skills are
required to make up for lack of previous experience.
The trangition phase from the old to the new is
important and must be addressed.

Consider the skill mix in the department so that:

»  Project managers and seconded staff reflect the
complexities of the project.

*  Senior Management and the Chief Executive have
had prior experience of large change projects.

e External senior expertise can be contracted or
seconded into the department.

Include external quality assurance with that role

reporting directly to the Chief Executive.

Business process re-engineering Identify processes that will change, then:
enables integration of new work «  Define changes.

processes following the
introduction of a new system or
new technol ogy.

* ldentify impact of changes.
»  Document new processes.

*  Preparetraining and communication programmes
about the changes.

Project team dynamics. Initial team building at project set-up is critical.
Establish team ground rules at the start of a project.
Although some of these will be established through
the project structure, they may include delegation
levels, budget, reporting, priorities and success
criteria.

Hold regular formal progress meetings for the whole
team to ensure everyone continues to aim towards the
same goal. The outcome of these meetings will feed
into the regular progress report to the sponsor.
Throughout the project, team dynamics are an internal
matter for the project manager and team to manage,
and should only be raised with the sponsor if thereis
an insurmountable problem.
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Principle Guideline

Appropriate expertiseis Use of internal resources does not compromise the
acquired for the project from ability of the department to carry on with business as
internal or external sources. usual.

Thereisaclearly set out definition of tasksin a
Project Definition, business definition or project
charter to assess the capability of potential project
personnel. This document includes:

»  Objectives and scope of the project.
* Rolesand responsibilities.
* Accountabilities.

Monitoring Agencies: Business Capability and Continuity —what to look for

A key aspect of the monitoring agencies interest in this area is to ensure that the department has
deployed people with the appropriate skills and expertise to undertake the project. Areas to assess

include:

The degree of complexity of the project and the skill sets to be applied both interna and
external.

The extent to which the department has previousy managed a substantial IT project.

The capability of the department to provide the ‘right’ level of governance and
management required for the project.

The previous skills and experience of the proposed project manager and key team
members.

The culture of the organisation and in particular any problems that might arise if the
project is being managed within acommand-line culture.

The extent to which the department has considered skill or resource gaps and how these
will be addressed.

How internal skills and business knowledge are to be supplemented by externa resources
and the processes for transferring knowledge.

The degree of impact the project will have on the department and its resources and the
strategies proposed for managing and monitoring these impacts, i.e. how will the demands
of the project be managed al ongside the need to maintain business as usual ?
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Guidelines for Managing and
Monitoring Large IT Projects

Business Case

Section 3 Business Case

Features of a Business  This section looks at the
Case principles and detail expected

. in the business case
Funding and Approval _ _
Business case requirements

Alternative Options reinforce the strategic
Costs and Benefits alignment of the project

Monitoring the Business
Case
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Section 3 Business Case

The business case presents a detailed explanation of the purpose and objectives for the project. It
explains the approach and implications for the business along with the costs, benefits and risks
associated with the project and the impacts on staff, the department and its clients.

The business case contains al the information necessary for Ministers to make a decision.

Features of a Business Case

Principle Guideline

New projects are supported by A good business case includes the following features:
asound business case, A clear description of the business function(s)
irrespective of how a project that the project will support or improve.

IS to befinanced. e The anticipated benefits linked to Government

strategy and the department’ s key priorities.

» Demonstrated tangible benefits for the new and
current core business.

» A factua description of the expected qualitative
benefits.

» Options available to the department.
* A risk assessment of each option.

* Ananalysis of the strengths and weaknesses of
each option.

»  Cost-benefit analysis of each option.

* Theinternal (departmental) and external.
(supplier) capabilitiesto deliver the project

* Ananalysisof theimpact of implementing the
recommended solution on the business,
customers and other agencies.

e A clear description of the scope of the project
and its deliverables.

The business case istailored A sound business case must:

to the size and specific « Becomprehensive.

features of a project. » Be specific to the project concerned.

» Befiscally and/or strategicaly significant.

e Demonstrate why the Crown as owner should

invest in aparticular project through the existing
vote of additional capital injection.
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Principle

Guideline

Thebusiness caseis
comprehensive, and tailored
to the size and risks of the
project concerned.

The business case:

Sets out project details, including key features,
on how the project will meet business
requirements, and how the project fits with
business and strategic directions.

Identifies assumptions, including policy
decisions, conditions and risks surrounding the
project.

Provides detail ed cost/benefit analysis (asfar as
possible with known or estimable costs) showing
anticipated benefits outweighing expected costs.
Provides risk analysis assessing risks associated
with the project.

Identifies and assesses financing options.

Identifies organisational impact and changes and
business process changes.

The business case for major

IT projects that introduce
business change will generaly
be made having regard to the
full programme of supporting
businessand IT projects.

In general, projects will be established to meet the
business needs set out in the Strategic Business Plan
(SBP).

Not al projects will have aclear link to the SBP or
appear to provide tangible business benefits, for
example "Infrastructure projects' which update
technology without introducing business changes.

However, such projects may be an essentid stepping
stone to:

Establishing an environment in which business
projects are able to be introduced.

Reducing the total cost of ownership of
technology.

Reducing the businessrisk, or exposureto IT
failure, or loss of data or system availability.
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Funding and Approval

Principle Guideline

The cost of amajor IT project Major IT developments typically comprise amix of:
in the public sector must be . Hardware acquisition

met from within d ' L
appropriations, »  Software development or acquisition.

« Dataconversion or capture.

There are separate costs for each of these items and
each must be considered separately. An important
issue is whether specific cost elements can be
capitalised as an asset or must be accounted for as an
operating cost that is expensed in the period in which
the costs are incurred. Thisisimportant because the
Government often sets separate limits for its
expenditure on new capital items and operating costs.

All public sector entities are required to follow
generally accepted accounting practice (GAAP).
Binding adviceisin Financial Reporting Standards
such as FRS-3: Accounting for Property, Plant and
Equipment. Binding advice on the interpretation of
GAAP for the Crown and departments is provided in
Treasury Instructions, which are published on
Treasury’ sweb site
(www.treasury.govt.nz/instructions).

The accounting treatment for each of the three
elements of major IT developments, current when
these IT guidelines were prepared, is set out below.
Departments should seek professional advice on the
accounting treatment in this area, especially if
intangible assets are involved, because thereisno
Financial Reporting Standard currently in placein
New Zealand on intangible assets.

e Hardware costs—if these meet the definition of,
and recognition criteriafor, an asset, asidentified
in the Statement of Concepts for General
Purpose Financial Reporting, they are to be
accounted for in accordance with FRS-3. This
standard requires that the costs associated with
the construction or acquisition of the asset be
capitalised.
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Principle

Guideline

Software development or acquisition — some
software, such as an operating system, is an
integral part of atangible asset and is therefore
accounted for in accordance with FRS-3. Other
software is not an integral part of atangible asset
and the significant component of the softwareis
intangible in nature. In the absence of more
authoritative guidance, apply the principles of
FRS-3 when accounting for such software.

Data conversion or capture — a databaseis an
intangible asset. For the Crown and departments,
Treasury Instructions require that internally
generated intangible assets not be capitalised, but
that purchased intangible assets that meet the
definition of, and recognition criteria for, an asset
be capitalised. Where the costs associated with
the development of a database are unable to be
capitalised, these costs must be expensed. If data
capture or conversion costs are material for a
particular IT project, entities and analysts should
check the accounting treatment with Treasury
and their auditorsto ensure that actual and
proposed transactions are recorded in accordance
with generally accepted accounting practice.

A person with the delegated
authority approves the funds
for the project to go ahead.

Current guidelines for financial authorisation are as
follows:*

Authorisation limits for capital purchases or the
total cost of the project must bein line with
currently specified delegations.

Any financia delegationsto a Chief Executive
from Cabinet can, with the approval of the
Minister concerned, be delegated to one or more
officers of the department. However, delegation
does not diminish the responsibility of the Chief
Executive, or warrant departure from existing
statutory provisions, regulations, rules, or
agreements.

Financia delegations are
formally recorded in writing.

For mgjor IT projects, the investment is usualy of a
magnitude that expenditure must be approved by the
Chief Executive.

Any delegated powersissued by a Chief Executive
must be made in writing and be specific as to the
expenditure limits and the type of expenditure the
delegation covers.

! For details of authorisations, see Cabinet Office Circular CO (99) 7, 30 June 1999
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Principle

Guideline

The department’ s baseline
includes funding for al the
modules, even when they are
scheduled to occur several
yearsin the future.

Follow current practice for approval to commence
each module and draw down of associated funding.

Clearly identify which modules can or cannot be
completed before seeking the release of funds for the
next module.

Note that in some circumstances modules may be
undertaken concurrently. This should be apparent in
the business case and definitely be in the project plan.

Approval is dependent on a
two-stage business case
presentation.

Follow the two-stage approval processto release

initial funding to scope a potential project to the

detail required for ministerial assurance:

e Stagel - project definition, initial indicative
costs and benefits,

- Request to do detailed scoping and
finalisation of cost and benefits associated
with the project.

» Stage 2 - final consideration of the business case,
fully developed costs and benefits.

Alternative Options

Principle

Guideline

The business case identifies
what adternative solutions
have been considered.

Assess the implications of maintaining the status quo
aswell as:

e Other funding options.
»  Other technology solutions.

There should be consideration of arange of options,
with a detailed assessment (including risks) of which
option will best meet the business objectives.

The business case presented
offers assurance that the
proposed solution is the most
cost-effective to meet the
business needs.

Provide comparative costs and benefits of alternative
solutions.

Confirm that reasonable effort has been made to
identify and manage risks associated with:

* Thetechnology.
e Itsimplementation.

* Theorganisational changes resulting fromits
introduction.

More detail is provided for the
recommended option.

For the recommended option include:

» Key milestone dates and descriptions of what
will be delivered.

» Key project performance measures.
» Key business performance measures.
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Costs and Benefits

Principle

Guideline

The business case identifies
and reflects al significant
costs and benefits.

Analyse the costs including:

« Direct costs of the project.

* Any indirect costsincurred by the department
itself, other departments and agencies of the
Crown in adjusting their business operations, or
the general public, including social costs.

» Thebasisfor calculation, including any
independent assessments of calculations.

» Haveall therelevant options been considered.

Analyse the potential benefitsincluding any direct

efficiencies and cost savings for the department

itself, for other departments and agencies of the

Crown, and for the genera public, including social

benefits.

Such costs and benefits may be either:

* Quantifiable in monetary terms.

e Qualitative but unquantifiable.

Use Net Present Value (NPV) calculation to identify

the net cost or benefit.

The Weighted Average Cost of Capita (WACC) of a
typical organisation engaged in such a project offers
an appropriate discount rate to calculate the NPV.

Note the implications of maintaining the status quo as

well as other funding options and other technol ogy
solutions.

The business case contains the
costs, benefits, risks, etc of the
specific technologies.

Include;

* Internal costs (such as for temporary assistance to
provide support for permanent staff assigned to
the project).

» Contingency, especially for cost categories which
have a tendency to be underestimated such as:

- User acceptance testing.
- Equipment configurations.
- Datamigration.

- Changed requirements for software
development or package modifications.

- Training, temporary staff to cover for people
assigned to the project.

- Documentation.

» Decisions about sizing of the equipment that can
only be taken after prototype or proof of concept
phases have been compl eted.

* Budget processfor:
- Upgrades to equipment.
- Software licenses.
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Principle Guideline

- On-going maintenance costs for both
hardware and software.
»  Ouitline of assumptions underlying al the
financial, cost and benefit projections.

The timeframe for the return Consider the anticipated lifespan of the investment in

on investment is determined terms of:

by the size and the complexity «  Future demand for the business product or

of the project. service to be delivered, which should have been
assessed and identified in the strategic business
plan.

* Anassessment of the maturity, capability and
versatility of the technology proposed.

* Thefinancia breakeven point, particularly where
the proposed solution is heavily technol ogy-
dependent.

Monitoring Agencies: Evaluating the Business Case — what to look for
Review the business case for completeness against the guidelines. A Business Case should be
able to be read and understood (i.e. clarity of expression and description). In particular
examine:

e The funding approvals and proposed treatment of project costs against Treasury and
Cabinet Office instructions.

e The description of the business function(s) the project will support or improve and
the underlying assumptions.

e What options in terms of solutions to addressing the business issue/problem have
been set out —what are their relative strengths and weaknesses?

*  The expected benefits that cannot be achieved by the status quo (do nothing) option.

¢ Whether the business case is tailored ‘fit for purpose’, i.e. size and scale of the
project.

e Assess the link between the anticipated business benefit and Government and
departmental goals.

e The costs and anticipated benefits — are all the costs included (e.g. hardware/software;
vendor/contractors/consultants;, internal  staff costs; restructuring, transition,
implementation)? Do the benefits add up, are they feasible? Is the timeframe for
benefits' realisation realistic?

*  Whether it adequately explains the reasons why the Crown should approve the
project.

e Thejustification for additional capital expenditure.

¢ The performance measures and processes proposed for the release of funds.

*  Whether independent expert assistance has been used to prepare the business case or
it warrants expert review.
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Governance and Management

Section 4 Governance and

Management
Accountabilities and This section covers the
Responsibilities roles and responsibilities

that are essential to
ensuring sound governance
and management practices
and processes are in place

Post-implementation
Review
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Section 4 Governance and Management
Governance is about leadership, strategic direction, control and accountability.

The principles of Governance apply to any situation with an executive group and another group
representing shareholders or stakeholders, including in a project context.
Management is concerned with administration and delivery through planning, monitoring and
reporting.
Governance and management can become problematic when the roles and responsibilities of each
group have not been defined clearly, so that responsibilities and roles are blurred. This can lead to
omissions or conflictsin authority, which manifest as poor |eadership.
Particular issues include:

« lll-defined boundaries between Governance and Management.

e The governing body spends so much time on trivial items and/or short term issues that the
really important governance issues are not dealt with adequately.

e Lack of clarity about where accountability lies.

What is Governance?

Principle Guideline
Governance is the process It defines the purpose of the project, sets strategies
and structure to exercise for attaining the purpose and gives authority for the
overall control and direction use of resources to implement the defined strategies.
of aproject.
Governance provides the Good Governance ensures:
structure that links process, «  Accountability for what is planned and
resources and the business implemented.
sirategies and objectives. e That business aims are met.
» Balancing risk against return.
Thereisa Governance role Keep the governing body informed on:
within management. «  Expenditure against budget.

*  Resource management.
» Progressagainst plan.
* Risksand their management.

Introduction of effective It isvital to introduce effective Governance
Governance principles principlesto:

providesaclear setof «  Provide for a clear alocation of responsibility
guidelinesfor the governing and accountability.

body and the management

» Ensure that the decision-making process at the
Governance level is understood.

* Ensure that the information provided by the
management team is appropriate to the decisions
required.

team.
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Section 4. Governance and
Management

Accountabilities and Responsibilities

Principle

Guideline

Every IT project has aformal
management and reporting
structure.

Set up the formal management structure:

« Decide on the most appropriate senior manager
to sponsor the project.

e Appoint a project manager.

*  Appoint the members of the Steering
Committee.

» Define the project team requirements and
appoint members of the team.

e Set up templates for consistent monitoring and
reporting for the project.

»  Document the process (and use it next timel)

Roles and responsibilities are
clearly defined.

It isimportant to distinguish between:

« The Governance role of leadership, strategic
direction, control and accountability.

e The Management role of administration and
delivery.

Key Governance Roles and Responsibilities

Principle

Guideline

The Sponsor needs a strong
vision for the project and must
be able to influence senior
management to commit
resources to the project.

The Sponsor or Business Owner champions the
project; chairs Steering Committee; facilitates
resolution of issues at senior levels; holds or
allocates project budget; is responsible for delivery
of project within approved scope, timescales and
budget.

The sponsor should be a member of the senior
management team with responsibility for the
system that will be the outcome of the project.

It isimportant that, if possible, the sponsor should
be someone other than the Chief Executive. This
hel ps preserve the objectivity of the Chief
Executive to addressing the overall interests of the
department and in managing proj ect risk.

The Business Owner will select
the Steering Committee,
members of which will be key
stakeholders for a particular
project.

The Steering Committee is responsible for
acceptance and sign off of deliverables and
business outputs and will recommend continuation
to the next phase on successful completion of all
deliverables.

Members will have abusinessinterest in ensuring
the success of the project and be prepared to take
personal responsibility to ensure a successful
outcome to the project. They will provide
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Principle Guideline

thoughtful, congtructive input into the project and
commit the time required to attend and actively
participate in the Steering Committee meetings
throughout the project.

Theinclusion of an external person on the Steering
Committee, who brings technical or other expertise,
can be valuable in providing aneutral view.

The governance role of the Specific tasks include:
Steering Committeeisto «  Approving and prioritising Project Definition
provide overall direction, for project elements.

guidance and support to the

project, and to monitor the « Monitoring progress by exception.

project to ensure successful * Reviewing and approving substantial changes
delivery of expected outputs (“Substantial” will be defined in the Project
and outcomes within scope and Definition for the project).
budget. »  Other tasksinclude:
- Monitoring the project progress, including
sub-projects.

- Ensuring that proper risk assessment is
performed and mitigation strategies are
developed.

- Appointing the project manager and
approving the team members.

- Approving project scope, budget, objective
and plan changes within any delegated
authority.

- Signing off the project deliverables at the
relevant milestones.

- Confirming project cancdllation, where
necessary, in concert with the Chief
Executive.

- Ensuring that the proper financial checks
and professiona balances are included.

- Ensuring that the project meetsthe
department’ s statutory obligations and
protects the Government’s interests.

- Ensuring that the project deliversthe
required benefits.

- Reviewing and approving the quality
assurance reports, including the project
manager’ s recommended actions.
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Key Management Roles and Responsibilities

Principle

Guideline

The Project Director oversees
the programmes of projects.

The Project Director may use a“ Project Office” or
another mechanism to co-ordinate and monitor the
projects in the overall programme.

Each project in the programme will have its own
project manager.

The Project Manager directs
day-to-day activities of the
project team.

Therole and responsibilities of the project manager
include:

* Reporting to the Steering Committee (normally
monthly and/or at significant milestones for
large projects).

« Day-to-day management of the project against
the approved project plan, budget and scope to
deliver the specified objectives and benefits.

«  Ensuring the project is resourced properly and
efficiently.

e Providing regular progress reportsto the
Steering Committee.

« Dédlivering project plans, budgets, scoping and
resourcing requirements and changesto the
Steering Committee for approval.

» Ensuring effective delivery of the business
process changes, including documentation and
training.

* Undertaking full risk assessments, and
developing and implementing risk mitigation
strategies as agreed by the Steering Committee.

e Providing full and proper quality assurance at
regular intervals, and acting on the quality
assurance findings, reporting to the Sponsor
where appropriate.

* Managing all third parties contracted during the
project life cycle.

The project team performs
work to deliver outcomes
required and report to project
manager against plan.

A project team comprises business and technical
specialists including where appropriate systems
integration and risk management expertise.

A reference/advisory group
provides technical and other
advice to the project team as
required.

Members of the reference/advisory group have
specific expertise that is not required on afull-time
basisand is called on as needed.
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Monitoring Agencies: Roles and Responsibilities —what to look for

The lack of clear accountability structures within IT projects poses significant risks to the
realisation of a successful outcome. It is one of the most common reasons for projects failing to
deliver on time or within budget. Absence of leadership through senior management visibility and
involvement in major initiatives can also lead to alack of buy into changes by staff.

Monitoring agencies need to review and gain assurance that the proposed governance and
management structures being put in place will work and as the project proceeds are seen to be
effective. The critical componentsto review are:

The proposed governance structure and documented roles and responsibilities - who is
responsible for what; how often is the governing body intending to meet; what is the
involvement of the Chief Executive and other senior managers; what processes will the
body follow for monitoring the progress and ‘health’ of the project; how will decisions be
made and what are the escalation processesin terms of addressing major risks?

The provision for quality assurance and the terms of reference for external QA expertise.

The allocation of the sponsor role—isit at the appropriate level and is there clarity around
the sponsor’ s role and responsibilities?

The level of experience the department has had with major IT initiatives and whether
there are adequate in-house skills for project management and other project roles.

The overal capability and capacity of the organisation to govern and manage a major 1T
project.

The other responsibility of monitoring agencies is to ensure the procurement processes meet the
requirements of Government policy and procedures.
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Post-implementation Review

Principle

Guideline

The post-implementation
review (PIR) isthe
responsibility of the project
SpoNsor.

The post implementation review is undertaken after
the project has been completed (usually after the
warranty period).

The PIR reviews the strategic
outcomes to which the project
contributed and evaluates the
actual benefits against the
expectations specified in the
business case.

Thisreview will:

+ Determine whether the benefits and time-lines,
the project objective(s) and its critical success
factors have been met.

* Determine how well the project has achieved
the goals set out in the business case.

» Compare financia performance against the
project budget.

* Highlight what has been learned so it can be
incorporated into future projects.

* ldentify other opportunities to add additional
value to the system/project.

e ldentify the strengths and weaknesses of the
project for future reference and action.

e Make any other recommendations on the future
of the system/project.

The PIR provides the impetus for changing existing
standard models within departments for estimating
effort and costs for IT projects. The revised model
will be used for similar projectsin the future.

Appropriate support is deployed
to assist with the PIR.

Technical support to assist the review should be
provided by the IT branch or IT provider.

The department’ s internal audit unit should be
involved, especially where financial transactions
areinvolved.

Include the supplier in the PIR process.

The deliverable from this stage is the Post
Implementation Report.
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Guidelines for Managing and
Monitoring Major IT Projects

Project Management Processes

Section 5 Project Management
Processes

Project Life Cycle This section covers the

Contractual Relationships Principles and practice of

_ managing projects to
Risk Management mitigate the risk to
Quality Assurance Government
Communications

Organisational Change
Management
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Section 5 Project Management Processes

The Project Life Cycle

N\ 4 N\ 4 N\ 4 N\
Project definition PEEED PiEfes! RETUER prqject Update project
plan team meetings
J \§ / N J A J
e N e R e N e N
High Level Monitor expenditure .
N Plan Budget against budget Close off all issues
N J \ J \ J . J
e N . R e ) e N
Resource Risk management .
N - & communication Monitor progress Update expenditure
estimates lans against plan
N\ J | U P J | U J | U J
. N e N s N
Justification for Monitor risks and
increased issues Training
resources ) L ) L )
e N e A e N
Sign on to project Sign og;i:talled Report on progress Post project review
N J N J N\ J
e N
Sign off Project

Note that the Project Life Cycle detail s the project management processes. A component of the
Implementation phase is the System Devel opment Life Cycle (See Section 6).
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Section 5: Project
Management Processes

Initiation

Principle

Guideline

This phase of project
management is when the project
is defined, and is accepted to
proceed by the department.

Form a Steering Committee comprising the sponsor
(Chair) and asmall group (see Section 4) to guide
the process at a Governance level.

Appoint the sponsor — a senior business manager
(preferably not the Chief Executive) who will be
most actively involved in the outcome of the
project.

The Project Definition is an
'overview' document, retaining
this perspective of the whole
project.

The Project Definition sets out the agreed vision
that isthe basis of acommon understanding of the
overall project goals and objectives, and its scope.
It includes:

»  Purpose and objectives of the project.

e Scope (including what is out of scope).
e Assumptions and constraints.

e Critical successfactors.

¢ Risk anaysis.

» Deliverables and acceptance criteria.

*  Expected benefits.

e High Level Plan - including timescales,
resourcing, estimated budget.

The Project Definition isthe
catalyst for Steering Committee
approval.

After the Steering Committee accepts the Project
Definition, the detailed Project Plan becomes the
main management document of the project.

Approval of the Project
Definition signifies the
beginning of work on the
project.

Planning begins!
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Section 5: Project
Management Processes

Planning

Principle

Guideline

Thorough planning gets
reflected in the smooth running
of the project.

In this phase of project management:
e Theproject isdefined in more detail.
e Theproject teamisformed.

e Thedetaled Project Plan is prepared,
including budget and resourcing needs.

The planning phase identifies
the size of the project and
enables the project to be broken
into manageable ‘ chunks.’

Magjor IT projects should be broken down into
modules or sub-projects, each lasting no more
than six to twelve (6-12) months. Each module or
sub-project is considered as an independent
business case within the department's overall IT
strategy.

Smaller stages are managed concurrently where
appropriate.

The two part project plan has:

* A high-level overview plan
for the entire project.

» Detailed working plans for
the current and next phase
of the project and sub-
projects.

Theleve of detail required in both the Project

Definition and the Project Plan should be scaled to

reflect the size and complexity of the project.

If the project is broken into modules or sub—

projects, the high level plan shows how each

module isintegrated into the overall picture.

At the beginning of the planning phase:

e Theinitia modules or sub-projects are
planned in detail.

e Later dependent modules or sub-projects are
planned at a high level.

Realistic resourcing helps
projects to be successful.

It isimportant to be redlistic about how much time
each individual can put into aproject. Tota work
utilisation of 75-80% is the maximum anyone
should be alocated to work — on projects. Any
more than 80% means there is no room for
contingencies like unplanned work and projects
inevitably will not be completed on time.

The detailed project plan sets
out all tasks with timeframe,
alocated resources and
milestones.

Phasing projectsinto distinct
and manageabl e stages with
deliverables at the end of each
phase enables the project team,
and stakehol ders, to see and
acknowledge the achievements.

The detailed project plan is developed in
conjunction with the supplier and includes:

* A description of each task.
» Resources needed to undertake each task.
* Milestones — expected dates of deliverables.
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Principle

Guideline

Accompanying the project planiis:

An approved budget, financial plan and cash
flow statement (month by month).
A project quality plan that:

- Includesthe quality control processesto
be used on the project, such as peer
review, design demonstrations and
testing.

- Setsoverall quality target for the project
deliverables.

- Specifies quality assurance roles for both
the team members and an external quality
assurance specialist.

A communications plan that sets out:

- Themessage.

- Who needsto hear the message and when.
- How the message will be delivered.

- Who prepares and delivers the message.

- Date action was taken.

A risk management plan that includes a
detailed risk assessment that identifies all
risks that could jeopardise the project
outcomes.

The risk assessment report should cover
budget variances, resource problems,
inadequate management support, unrealistic
timeframes and “ scope creep”.

Use the risk assessment to prepare arisk
management plan that recommends treatment
for theidentified risks. The risk management
plan will include options for accepting,
eliminating or managing risks and will be
signed off by the project sponsor.

Training plan.

Installation plan.

Testing plan.

A plan for the programme of
related projects links them
together.

The programme plan identifies:

Scope of the programme.
Dependencies between projects.
Estimates for the entire programme.

Fixed costs for individual projects, rather than
the entire programme.

All contingency costs associated with

individual projects rather than the programme
asawhole.
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Principle Guideline

* Aswell asreflecting the expected timing of
costs and benefits, the analysisin the business
case should estimate and reflect uncertainty
and risk.

e Projects, which update technology without
introducing business changes, may hot appear
to offer tangible benefits. These are often
referred to as “Infrastructure Projects”.
However, such a project may be an essential
stepping stone to:

- Establishing an environment in which
modular projects are able to be
introduced.

- Reducing the total cost of ownership of
technology.

- Reducing the businessrisk, or exposure to
IT failure, or loss of data or system

availability.
Risk management isan During project planning it is desirable to manage
important part of the planning risk by specifying exit points (or “off-ramps”)
phase. where the project can be terminated early while

still obtaining identifiable and worthwhile benefits

(if any) or at least minimising further costs that

produce little or no benefits.

These off-ramps to terminating the project (and

funding) early may be triggered by:

» Significant changes in the environment which
affect the project; or

»  Specific issues or failures to achieve
milestones during the project.

Where possible, criteriafor these exit points

should be set in advance, included in the business

plan, and monitored by the Steering Committee.
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Implementation

Principle Guideline
Implementation is planned in This ensures that the agreed deliverables will be
detail. produced, while at the same time managing the
risk elements.
The methodology selected for A systems development methodology provides a
implementation fits the purpose disciplined approach to the in-house work
of the system to be developed required to implement the I T project.
and implemented. The methodology defines the milestones where
the project is reviewed and approval given to
proceed to the next stage.
Completion of the project is This covers the orderly termination of the project
marked by formal closure. and makes sure that:
* Thebusiness unit involved is satisfied with
the results of the project.
* Processesarein place for system
mai ntenance.

During this stage the project operation is closed
down and responsibility for ongoing tasksis
handed over to the appropriate function within the
department.

The business unit formally accepts the system and
confirms that:

» Theproject is complete and the systems are
availablefor use.

* The systems are operational and meet
reguirements and specifications.
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Section 5: Project
Management Processes

Procurement Process

Principle

Guideline

Government must be seen to be
getting best value for money
spent. Thereisan obligation to
ensure contestability in
procurement.

The procurement process
follows the Guidelines for
Contracting for Services (CO
(92) 15) or relevant
departmental guidelines, and is
consistent with the Government
Purchasing Policy which took
effect from 1 July 20012,

A common approach to procurement that is open to
externa scrutiny isto request proposals from
vendors.

Once aviable approach has been identified, vendors
capable of meeting the requirements need to be
identified.

It is best to follow a staged approach, eliminating
unlikely candidates at each stage, while at the same
time ensuring transparency and contestability.

The staged process includes:

¢ ROI —Registration of Interest.

¢ RFI —Request for Information.

* RFP-Request for Proposals.

The ROI process:

« Develops ahigh level outline of the project.

« Offersvendors the opportunity to indicate their
interest by sending contact details.

The RFI process:
e Preparesamore detailed outline of the project.

»  Offersthose vendors who responded to the ROI
the opportunity to respond.

e Evaluates responses according to pre-defined
criteria.

The RFP process:
e Preparesafully documented set of
requirements.

¢ Issent to vendors whose RFI responses were
evaluated as being able to meet the
requirements for the new system.

e Evaluates responses.

Consider the vendorsin the
RFP process.

Vendors form acritical part of the RFP process.
They need sufficient time to prepare a proposal that
will take into account the client’ s needs.

e Allow sufficient wor king days for aresponse
to the RFP.

e Consider an appropriate process that enables
clarification of the content of the RFP prior to
the preparation of the proposal.

2 Thisrequiresthat all tenders and opportunities of $ 50,000+ (per annum) are to go through a centralised
point — the Government Electronic Tenders Service (GETYS) - gets@nziso.govt.nz. For inquiries contact
the Industrial Supplies Office (1SO) direct, or use their general email: general @nziso.govt.nz.
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Principle

Guideline

The RFP process is transparent
and is ableto assure
Government of open
contestability by enabling afair
and thorough comparison of
vendors proposals so the
department can choose the best
option to meet its needs.

Develop and document the evaluation strategy and
identify the evaluation team as part of preparing the
RFP.

Evaluate the proposals in atwo-stage process.
Thefirst stage evaluates each proposa against key
criteriaand eliminates those tenders that do not
meet requirements.

Successful tenderers are short listed at this point.
The second stage is a detailed evaluation of the
qualifying proposals that were short-listed to select
the best solution.

This evaluation of the final contenders will include
presentations and/or product demonstrations and
detailed reference checks with current and previous
clients of the preferred vendor(s).

The evaluation report is the deliverable from this
process. It contains arecommendation for the
preferred supplier.

The evaluation report is approved by the Steering
Committee.

August 2001

Page 49




Guidelines for Managing and Monitoring Major IT Projects Section 5: Project

Management Processes

Monitoring and Reporting

Principle

Guideline

Measuring performanceis an
ongoing project management
task.

Regular progress reporting
enables quick identification of
deviations to the plan.

Use the project implementation plan to track

progress on tasks. Update this plan to meet

progress reporting requirements.

The project manager prepares a progress report to

the sponsor (cc to project team) weekly. The

Steering Committee gets a summarised progress

report less frequently (monthly or quarterly —

depending on the length and complexity of the

project).

The project milestones will form the basis for the

review dates.

Progress reports will include:

* A management summary on progress against
the plan, especially milestones reached and
Maj or iSsues.

e Tasks completed in period under review.

» Tasksfor coming period.

e Variances and planned corrective actions for
slippage.

e Issues and actions to remedy (for issues
register).

e Analysis of risks resulting from slippages.

e Actual costs vs budget.

e Progress against communication plan.

Variances between actual and anticipated progress
may require changes to the project plan.

Formal reviews throughout the
project ensures common
understanding of progress.

Consider a Project Control Review within two
months of the project initiation to confirm that:

e All plansarein place.
e Financid policy and details are set up.
e Thereisadequate resourcing.

A Midpoint Review enables afurther overview
check on progress. This review should confirm:

*  The expected business outcomes will still be
met.

« Any changes to the expected business outcomes
over the period under review.

« Theimpact of such changes on the project.

August 2001

Page 50




Guidelines for Managing and Monitoring Major IT Projects

Section 5: Project
Management Processes

Contractual Relationships

Principle

Guideline

The contractual relationship
with the supplier is critical to
the success of the project.

Contract negotiation is an early task in the project
plan.

The contract(s) idare finalised or an interim
agreement is signed covering contractual
arrangements before the work actually commences.

The most successful projects consolidate the
supplier and client risk processes, sharing the
identification and management of all project risks.
Activities related to managing risk may be made the
sole responsibility of either party, but both parties
should be aware of al risks and the manner in
which they are being managed.

The contractual relationshipisa
win-win situation for both
parties.

Important components of the contract include:

» A clear statement of the responsibilities on each
party for roles, deliverables, timeliness,
resources and project and risk management.
These will cover each phase of the project.

e A payment schedule that links progress
payments to completion of specified
deliverables and/or major milestones that need
Steering Committee sign-off.

* A payment schedule that includes an amount to
be retained until the end of the warranty period.
The contract for alarge project should be divided
into distinct phases. It will provide no commitment
to proceed to the next phase without approval from
the Steering Committee.
It is essential that the Chief Executive or another
senior executive approve al contracts with externa
organisations or vendors before signing.

The strategy for the relationship
with vendorsis focused on
performance during the
implementation, not the
business outcomes.

Partnership contracts are developed whererisk is
jointly managed.

Exceptions gaps are flushed out during contract
negotiations.

Partner relationships are clearly defined in the
beginning.

Conseguences of non-performance by either party
are clearly defined in the contract.

A formal arrangement for on-
going support minimises risks
from poor or non-performance
of the system.

After the warranty period, a Service Level
Agreement is required to ensure the vendor
provides timely, and technically sound support for
the system.

Good partnership relationshi ps become very
worthwhile following implementation.
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Principle

Guideline

Fixed price contracts work best

where the requirements are well
defined and the time required to
implement is relatively short.

Fixed price contracts can minimise time and cost

over-runs. Featuresinclude:

e A fixed price demands fixed requirements that
will not change (strong change control will be
needed by both client and vendor).

e Clients have an assured cost of devel opment
up-front.

e Expectations are set for both parties.

e A single vendor takes total responsibility for
the success of the project.

e Suppliersface pendtiesif the project is not
completed on time.

* Vendorstend to build in arisk premium into
their pricing.

Incremental contracts can be
provided on afixed price basis
for large projects where the
components are broken down
into a series of smaller projects,
each of whichis priced

separately.

Features of incremental contracts include:

e Emphasisison improving business processes
through the use of information technology.

» Thevendors have accurate information at each
phase on which to prepare pricing.

e Need for risk premium eliminated.

* Hardwareisnot purchased until it is needed,
thus taking advantage of the latest technology.

* Theproject is able to be undertaken in more
manageable modules.

e Clientsare not tied into one vendor throughout
alengthy project.

However, the client will not know at the beginning

of the project what the total cost will be. It may be
more difficult to get financial approval.
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Risk Management

Principle

Guideline

Effective risk management is
concerned with opportunities
(positive outcomes) aswell as
hazard management (negative
outcomes).

The Governance in the
management of risk liesin
assessing and treating risks.
High-level potential risks are
identified in the Project
Definition. Inthe Project Plan,
they are assessed for potential
impact, and effect on other
projects.

The Steering Committee will define the areas of
risk, eligible risks and the boundaries for elements
of risk.

In setting these boundaries, Governance will take
into account wider considerations than the
specific project.

Political considerations, financial implications on
other areas of the business, and various project
priorities will affect the definition of risk areas for
aproject.

An analysis of risks and arisk
management plan undertaken at
the beginning of the project,
highlights areas of concern that
will need close attention during
the project.

The risk assessment report should cover budget
variances, resource problems, inadequate
management support, unrealistic timeframes and
“scope creep”.

The risk management plan:

e Includes a detailed risk assessment that
identifies al risks that could jeopardise the
project outcomes.

« Recommends treatment for the identified
risks.

* Includes options for accepting, eliminating or
managing risks.

« Issigned off by the project sponsor before the
project commences.
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Sample Technique for Assessing Risks

insignificant

Likelihood
almost certain

Action only if
cost effective

Consequence

Immediate
action
essential

et Catastrophic

Action not
cost effective

Action
required
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Quality Assurance

Principle Guideline

Quiality assurance (QA) isan e Onall mgor IT projects, departments will be

integral part of the project, not required to provide regular, independent

an add-on at the end. quality assurance reports to the Chief
Executive on key issues and risks arising from
the project.

e Departments will be required to forward a
higher-level version of the independent
assurance reports to the SSC and Treasury for
monitoring purposes.

e Make provision for external QA of off-track
projects, reporting to the monitoring team but
charged to the department.

e TheMinisters of State Servicesand IT will
receive aregular report on the risks associated
with IT projects across the Public Service.

A review programme for monitoring the

communication with all stakeholders should be

agreed during the formative stage:

e These project statements will summarise the
progress of the project to that point.

Externa QA is included, that role reporting

directly to the Chief Executive.

QA recommendations are implemented.

Provisions made in the implementation plan are

undertaken.

Departments consult with monitoring agencies on

the Independent QA assessor and the Project
Definition for the Independent QA.
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Communications

Principle

Guideline

Good consultation and
communication protocols will
increase the commitment to,
and acceptance of, the
recommendations and actions
of the project.

Communication is about managing the relationships
within and external to aproject. Theserequire
planned formal and informal communication with
all stakeholders—internal (including project team
members, other staff in the department) and
external.

These protocols are paramount in project
management.

Consultation may be part of the activity of the
project) or aspects of project management (e.g.
information gathering). The effect of some types of
consultation on the project timeframe is important.
Be redlistic about how long it islikely to take for
the consultative process, and build the necessary
time into the project plan.

Relevant information is
communicated to the
appropriate people through an
appropriate mediumin a
timely manner.

Details of the project must be communicated
throughout the project.

A communications plan is produced for every stage
of the project including the devel opment of the
business case.

A communications plan sets out the message, its
intended audience and mechanism for timing and
delivery.

It isasimple yet effective technique for ensuring
openness and for implementing the communication
aspects of 'damage control' should your projects
require such action.

Changes to the project must be communicated to
the different management and Governance levels of
the project.

Project communication may be formal (e.g. brief,
mandatory regular meetings) or informal (e.g. ‘chats
in the corridor’), written or oral, paper-based or
electronic (e.g. on the Intranet).
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Management Processes

Organisational Change Management

Principle Guideline

Good change management Develop a change management strategy and plan at
practice ensures that the the initiation phase. This plan should include:

impacts upon the organisation « Identification of the main organisationa impacts
and its people are identified or potential impacts of the project and how these
and managed. will be addressed.

» Identify the processes that will be used to assess
during the design phase the scale of changes to
processes, future skills, structures and ways of
working.

* Identify the consultation requirements to satisfy
employee contractual arrangements and the
department’ s human resources policies.

*  Specify the processes for managing and
communicating the impact of changes upon
departmental clients or other key stakeholders.

e Link the change strategy to the communication
and consultation processes by stating the
principles that will guide these activities.

e Set out the approach to training and how this will
be developed and delivered.

» Allocate responsibility within the project team
for oversight of change management issues.

Obtain Steering Committee and Project Sponsor sign

off to the change management strategy.

Communicate change management issues and their

resolution to the Steering Committee, to the project

sponsor and in normal project reporting.

Monitoring Agencies: Project Management Processes — what to look for

At initiation and planning:

Review the Project Definition — does the document fully explain the objectives and scope
of the project; does it include all the key deliverables and milestones; is the governance
and management structure set out?

Does the Project Definition include the critical success factors and al the risks identified,
and is the likelihood of each risk quantified along with treatment strategies; are there
clear quality management processes around documents and files and a high level project
plan?

Confirm the establishment of the Governance and project structure.

Confirm with the department’s Chief Executive that there is sound knowledge and proof
of the prime contractor’ s capacity and capability to deliver.

Has a resource plan been developed —is it redistic — are the resources available? |Is there
a good mix of business and technical skills proposed? Is there a good level of
participation of users proposed?
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Have the necessary approval processes been followed?
What project induction and team training is proposed to launch the project?

Can the department’s Chief Executive confirm that al parties are ready to enter into the
contract at the date the contract is due to commence?

Review the detailed project plan — look at the tasks, allocation of resources and
timeframes — is the project broken down into modules or sub-projects. Are sufficient
skilled resources allocated and are the timelines realistic?

Confirm that quality management processes have been established, i.e. for budget
management, issues and risk registers and project documentation.

Review all the other plans associated with the project for completeness, eg. risk
management, communication and change management plans.

Gain an understanding (viaa briefing) of the development cycle methodology that will be
applied to the project.

Confirm with the department’s Chief Executive whether the terms of reference and
project plan have been reviewed by an independent expert or determine whether such
review is warranted.

Review any expert reports (including those relating to quality assurance) for clarity of
brief, adequacy of the report and consider any matters that raise reservations or negative
comments and ensure that any uncertainties or contradictions are resolved.

At implementation:

Understand and track key task areas, costs, milestones and deliverables against the
project plan and associated plans.

Monitor progress against each of these on aweekly basis.

Compare actual achievements against those planned — detect any current or anticipated
variances — ask guestions.

View risk and issue registers — track the status and resolution of these.

Gain assurance that the stated devel opment methodology is being followed.

Seek assurance around the quality of communication, consultation and the management
of change.

Monitor other project documentation and the project’s overal ‘health’, e.g. is there good
communication in the project team, is stress being managed, and are the right skills being
made available.

Gain assurance that contractual relationships and contract terms and conditions are stable,
I.e. there are no new risks or issues associated with these.

Review the plan for transition from ‘old’ to ‘new’ and the plans for training and
implementation of the new technology and/or system.

Review any expert reports (including those relating to quality assurance) for clarity of
brief, adequacy of the report and consider any matters that raise reservations or negative
comments and ensure that any uncertainties or contradictions are resolved.

At post implementation and closure

Review the processes and procedures for formal closure.
Gain assurance of how the post implementation review will be conducted.

Write up an overview of the project’s performance and evaluate that and the lessons
learned in discussion with the project sponsor and project manager.

Evaluate the outcome of the post implementation review.
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Technological Environment

Section 6 Technological
Environment

Functional and Technical  This section covers the

Specifications decision-making process
: on the technological
Development Life Cycle approach and the fit
Change Control between the new

Integration, Conversion technology and the
and Transition organisational

_ Infrastructure
Testing and Acceptance
Training
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Section 6: Technological Environment

Functional and Technical Specifications

Principle Guideline
The system specifications meet The business unit responsible for the final system
the business requirements. prepares a detailed set of business requirements.

These requirements will form the basis for
devel oping the functional and technical

specifications.
The technology solution meets Build in proof-of-concept (or pilot) to the business
the system specifications. case, Project Definition, project plan and costing.

The proof-of-concept is a separate phase:

*  No further commitment is made to proceed until
this phase is tested, evaluated and accepted.

» Bvauation criteria must reflect the specifications.

New, unproven technology is Investigate al possible options for the required

not the first choice for new technology, including systems that have been

systems. developed for other organisationsin New Zealand

(especially other departments) or overseas for similar

purposes.

Consider if the business requirements will be best

met by:

» A package purchased from a vendor.

» Custom-development either in-house or by an
external software development company.

» A combination of package acquisition and
custom development.

When solutions involve unproven technology,

include;

» External peer review in the selection and
eval uation processes.

»  Proof-of-concept as acritical phasein the
devel opment process.

e Strict change control once core architecture
solution is finalised.

Be aware of therisk of:

e Withdrawal of vendor support for a major
component (check the contractual arrangement).

* A component (or components) that does not
perform as expected.

e Substitution recommendations.

»  Scarce resources or expertise for particular
technical components.

Management strategies include:
»  Selecting proven components.

* Including atechnical substitution clausein the
contract.
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Principle Guideline
» Allowing specific contingency for technical
problems.
IT infrastructure and Look for evidence that:
applications’ development « LargelT infrastructure is ‘'unbundled' from
platforms are separate. applications solutions.

e Theapplications' solution isdivided into
modul es of discrete business objectives.

Use 'off-the-shelf' software To provide the greatest certainty of what is being
applications (packages) where purchased and the requirements to implement it, a
possible. package solution should aways be considered.

Assessment of the choice of a package solution
should consider:

» Identification of core and non-core requirements.
» Closeness of fit with core requirements.

» Trade-off or risks of custom-built solution
against the receipt of a sub-optimal package
solution.

Development Life Cycle
The development life cycleis a component of the Project Life-cycle (See section 4)

Principle Guideline

A systems development There are a number of accepted systems
methodology provides a development methodol ogies available.

disciplined approach to ensure The choice will depend on the organisation and its
that the work required to devel opment environment.

implement a successful All members of the development team must follow
tecthnology projectis carried the selected methodol ogy.

out.

A traditional methodology will include the
following steps.

*  Systems definition.

* Financid justification.

e User requirements analysis.
»  System specifications.

» Systemdesign.

» Software development.

» Testing and implementation.
»  Documentation.

e Training.
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Principle

Guideline

Modern system devel opment
approaches include a proof-of -
concept phase.

A more modern, risk-averse approach that is more
commonly used includes:

»  Proof-of-concept cycle,

Capture business requirements.

Define goals for proof-of-concept.
Produce conceptua system design.

Design and construct the proof-of-concept.
Produce acceptance test plans.

Conduct risk analysis.

M ake recommendations.

e First build cycle,

Derive system requirements.
Define goalsfor first build.
Produce logical system design.
Design and construct the first build.
Produce system test plans.

Evaluate the first build.

M ake recommendations.

e Second build cycle,

Derive subsystem requirements.
Define goals for second build.
Produce physical design.
Construct the second build.
Produce system test plans.
Evaluate the second build.
Make recommendations.

* Find cycle,

Complete unit requirements.
Fina design.
Construct final build.

Perform unit, subsystem, system, and
acceptance tests.

Accept system.

*  Implementation.
»  Documentation.
e Training.
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Principle

Guideline

A post-implementation review
is conducted after a‘ warranty’
period.

See Section 4.

New technology testing will
not prototype afull system.

Vendors may claim that developing a proof-of-

concept equates to developing the full system. The

following safeguards against this by:

e Including this scenario in therisk analysis.

* Ensuring that full functionality equivalenceis
evaluated by the proof-of-concept.

* Preparing astrategy to counter such claims.

» Clarifying the different level of detail required
for user requirements and detailed
specifications.

Figure 3 A sample software development life cycle

Proof of Design and Final build Implementation,
Concept build cycles cycle documentation,
training
Capture business Derive system Complete unit Prepare

requirements

Define goals for proof-

of-concept

Produce conceptual
system design

Design and construct
proof-of-concept

Produce acceptance
test plans

Conduct risk analysis

Make
recommendations

requirements

Define goals for build
cycle

Produce logical
system design

Design and construct
the system

Produce system test
plans

requirements

implementation plan

Final design Document the system
Final construction Document

administration
Perform unit, sub- processes

system, system and
acceptance tests

Accept system

Prepare user
documentation

Develop training
programme

Train users

Post implementation
review
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Change Control

Principle

Guideline

A formal change control
process ensures that changes to
the system that were not
included in the agreed scope
are judtified, planned,
coordinated.

Any proposed changes that may affect the delivery of
the system as defined in the business case, Project
Definition, project plan and other project documents,
must go through a change control process before
approval.

The assessment for each change request will ensure
that the impacts on the whole system are identified,
including:

e Theoriginal business case.

*  Cost/benefit analysis.

* Risk management strategy.

e Implicationsfor job design, skill mix, health and
safety, consultation processes.

»  Staffing requirements (including accommodation
- space, furniture).

* Implementation timing and cost factors.

e Introduced in away that prevents or minimises
disruption to services and the business.

The change control processis
outward looking:

» totherest of the project.

* totherest of the
organisation.

e outside the organisation.

The change control assessment process will consider
the impact on:

» Existing business processes.

»  Staff in the organisation outside the project.
e Other current or planned projects.

e Communications to target audiences.

* Any other major changes happening in the
organisation that may impact on or be impacted
on by the changes to the project.

» Thegenerd public and any socia environment
effects.

Integration, Conversion and Transition

Principle

Guideline

It is necessary to migrate data
from existing systems.

The business (user) requirements will identify the
data from existing systems.

Build time and cost factors for data migration into
the business case, Project Definition, project plan
and budget:

» Consider data conversion needs early.

e Consider impact on other projects and business
asusual.

» Acknowledge and identify all migration costs.
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Principle

Guideline

Installation of new hardware
required careful management.

Thetransition from existing hardware to new
hardware (e.g. servers) must be managed so that
there isno or minimal disruption to business-as-
usual:

e Specifically plan for the migration or transition.

»  Communicate the plan to all stakeholders (build
into communications strategy and plan).

» Acknowledge and identify all transition costs.

e Balance the cost of working out of hours

(project team and vendors) with disruption to
business as usual.

Testing and Acceptance

Principle

Guideline

Acceptance testing isthe final
test action prior to deploying a
new software solution.

The goal of acceptance testing is to verify that the
solution is ready and can be used by the end-users
to perform those functions and tasks the solution
was built to do.

Confirm that the acceptance processis
comprehensive and that the testing process will
meet the business needs.

Once the system is accepted, any further changes
are subject to another round of change controls and
management (usually including additional costs).

The types of tests vary with the
system being developed.

In general, tests will be set in some or &l of the
following groups:

e Functiond (the system does what was
expected).

* Volume (number of transactions the system will
deal with at any onetime).

e Performance (speed of access with defined
volumes).

e Usability (ease of use by end-users).

The tests need to:

» Bebased on the specific functions sought in the
system.

e Bebased on expected performance with defined
volumes of transactions.

»  Show consistent functionality and performance
over repeated tests.

e Thecriteria need to be requirements-based and
define the expected performance levels.

Thetest plan should define sets of completion
criteriafor each set of tests.
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Principle

Guideline

Acceptance testing is a highly
managed process.

Thetests are planned and designed carefully and in

detail:

e Thetest cases chosen should be representative
of all known cases that will use the system.

e Itisimportant not to deviate in any way from
the chosen test cases.

* Representatives of the end-user organisation
perform the acceptance tests on atest system or
using dummy data.

* Itisimportant that the tests are designed around
what the new system is designed to do.

e End users doing the testing should not get
sidetracked into comparing the new system
with the legacy (existing) system.

Disadvantages include:
» Significant resources and planning required.

e Thetests may be are-run of system tests. (Note
that the system tests and the acceptance tests
arerun from a different perspective. The
supplier runs the system tests; the client runs
the acceptance tests).

Resources for acceptance testing frequently are not

under the control of the project and may be

constrained.

Documentation and Training

Principle

Guideline

Full system documentation is
an essential component of any
new system.

The project plan must include tasks, time and costs
of preparing system documentation.

The format of the documentation may vary (e.g.
hard copy, electronic, Web-based) and should be
agreed at the planning phase.

Lack of documentation, especialy for customised
developments becomes a major risk when the
project is completed and the developer is no longer
accessible.

A training programme for
system administrators and for
users maximises uptake and
subsequent use of the new
system.

Training isavery common omission from project
planning and implementation.

A training programme should be included in the
project planning.

Once the development is completed and has been
accepted, the client is responsible for maintenance.
M aintenance can be;:

* Provided in-house.

« Contracted to an external company.
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Principle Guideline

The maintenance engineers or system

administrators must be thoroughly trained in the

new system to minimise business disruption when

the new systemisin use.

User training:

e Thevaueto the department of the new system
can plummet if users are not trained to use the
new system.

» Training needs to be provided at different levels
for different users.

Monitoring Agencies: Technological Environment and Development Cycle
—what to look for

Without a good understanding of technology it is hard to make judgements about the robustness
of the functional and technical specifications or other technology related issues such as data
conversion and migration. Monitoring agencies can complement their knowledge of the
department with specialist technical expertise if required or warranted. This is particularly
advisable when new or complex technologies are being proposed. Key aspects that need to be
examined include:

e The comprehensiveness of the functional and technical specifications —do they
sufficiently address the business requirements and do they provide a sound basis for
proceeding?

*  Theevidence that the department hasinvestigated all possible options for the required
technology and has given appropriate consideration to ‘ off the shelf’ solutions as opposed
to design and build.

e Theproof of concept for ‘new or unproven technology’.
e Theevidencethat large I T infrastructure is ‘ unbundled’ from applications’ solutions.
e The staged development and integration of modules.

e The change control processes and procedures and their strict application once a solution
has been selected.

e Theplansfor data conversion, migration and testing.

*  Theplan for handing over the new technology and/or system to the business.
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